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Vous trouverez ci-dessous quelques informations techniques qui pourraient être utiles à votre 
service informatique si vous rencontrez des problèmes techniques pour accéder au registre e-
DFAD ou l'utiliser. 
 

Navigateurs Web pris en charge 
Les navigateurs pris en charge pour lesquels des tests approfondis ont été effectués sont 
Chrome (et les navigateurs utilisant le moteur Chromium tels que Microsoft Edge) ainsi que 
Safari (et les navigateurs utilisant le moteur WebKit). 
 

Accès au réseau 
L'utilisation du registre e-DFAD nécessite l'accès aux domaines dfad.iotc.org et 
login.dfad.iotc.org à partir de navigateurs et de clients de messagerie pris en charge : 
 

- via HTTP sur le port 80 (navigateur, messagerie) 
- via HTTPS et WSS sur le port 443 (navigateur uniquement)  

Certificat de cryptage 
L'accès crypté (HTTPS, WSS) utilise des certificats PKI renouvelés périodiquement, émis par 
Let's Encrypt et certifiés par ISRG Root X1 (CA racine) et R3 (CA intermédiaire).  
Pour plus de détails sur la chaîne de confiance, consultez https://letsencrypt.org/certificates/. 

https://letsencrypt.org/certificates/
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